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Certified Information Systems Auditor® 

(CISA®) is world-renowned as the standard 

of achievement for those who audit, con-

trol, monitor and assess an organization’s IT 

and business systems. CISA can showcase 

your expertise and assert your ability to 

apply a risk-based approach to planning, 

executing and reporting on audit engage-

ments.

Why CISA?

• Worldwide recognition for professional 

experience

• Enhanced knowledge and skills

• Career advancement

What you will learn with the CISA certifi-

cation:

• Information Systems Auditing Process

• Governance and Management of Infor-

mation Technology

• Information Systems Acquisition, Devel-

opment & Implementation

• Information Systems Operations and 

Business Resilience

• Protection of Information Assets 

Who is CISA designed for?

IT/IS, auditors, control, assurance and 

information security professionals.

Entry criteria

Either:

• Undergraduate degree or

• Six months of working experience in an 

IT-related position. (Please ask for a 

letter from your employer to show the 

duration you have worked)
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Exam registration for CISA and CISM

ISACA certification exams are computer-based and administered at authorized PSI testing cen-

ters globally or as remotely proctored exams. Exam registration is continuous, meaning, candi-

dates can register any time, no restrictions. Candidates can schedule a testing appointment as 

early as 48 hours after payment of exam registration fees.

Admission Requirements:

In order to enroll in the course, one must go through an oral interview. To begin the application 

process, you are required to share the following scanned documents via admissions@strath-

more.edu ;

1. Scanned copies of your academic (Undergraduate Certificate) and professional certificates,

2. One (1) coloured passport size photo,

3. Scanned copy of your National ID/Passport / Birth Certificate,

4. Interview fee of Ksh. 2000 (details on making this payment will be shared upon meeting the 

entry requirements).

Certified Information Security Manager® 

certification indicates expertise in informa-

tion security governance, program develop-

ment and management, incident manage-

ment and risk management. CISM can get IT 

professionals aspiring to advance to senior 

management roles in IT security and control 

the visibility they need.

Why CISM?

Data breaches, ransomware attacks and 

other constantly evolving security threats 

are top-of-mind for today’s IT professionals. 

With a Certified Information Security Man-

ager® (CISM®) certification, you’ll learn 

how to assess risks, implement effective 

governance and proactively respond to inci-

dents.

What you will learn with the CISM certifi-

cation:

• Information Security Governance

• Information Security Risk Management

• Information Security Program

• Incident Management

Who is CISM designed for?

Professionals who manage, design, oversee 

and assess an enterprise’s information secu-

rity function.

Entry criteria

• Undergraduate degree or

• Six months of working experience in an 

IT-related position. (Please ask for a 

letter from your employer to show the 

duration you have worked)

FOR MORE DETAILS CONTACT:
Admissions Office, Strathmore University,   PO Box 59857-00200 City Square, Nairobi, Kenya

Tel +254 (0)703 034000, (0)703 034200, (0)703 034300    Email admissions@strathmore.edu


