npa‘awwqwnsvv\/\/\m

UOISSILUP/YIBASD) o111
SUOISSIWPY/AHSISAIUNSUOWYFE.IIS/UWOD S O0GSIBL MMM

NP2 SUOWYFRISDISUOISSIWPE [BW] 864009 07(0) 5T+ X
00£4£0 £0£(0) ‘007+£0 £0£(0) ‘000¥£0 £0£(0) $ST+ oL
eAUSY| ‘IqodeN| ‘auenbg AND 00700-£586S X049 Od
/<1!SJ9/\!U('] QJOL,UL,|1E’J15 ‘QDQJO SUO!SS!UJPV

<LOVLINOD STIVL3A FJHOW ¥O4

"2UOWYIRAS — V), | PIBOQUSIS UM UONEIS SN [BJIUSD)

3y} wodj 1Jodsuedy 2lignd Jo sueaw s1eAlId Aq 9|qissadde (peoy
BJESUBT JJO) PEOY S[BSUBS S| UO Pa1BI0| SI ANSUSAIUN Y |

SN HOV3Y OL MOH

A>ueiunodoy Jo jooyds

AlsiaAiun alowyiens ryysl

A32120S UNO ULIOJSUBJ} pue 1oedwl Ue S¥BW OF SJUBM

oym Jopes| Adejdwaxa Jo Jadeuew [euoiedidsul dnsuaidauius
AJBUONN|OAR. ‘[eUOISSRj0Id Ssoj4od JBYL 9G 01 SUDRSS SSOYL
40O} SI AJISUDAIUMN SUOWYIE.AS 'SISYIO JO SDIAISS D43 JO) 3 Op O}
pUe Op NOA JBYM Ul 9DUR|[92x3 3|qissod 1s81ea.3 Y} aASIYDE
03 NoA [odoud 10B) ey} SXeW O PUB SUSYIO JO PUE §3S JO SNn[eA
pUB AHUSIP 2y} 95ILUS0J3U NOA 9|geUS O} 2JISSP 23U} AQ USALIP
SUB SAA 'S}00. dosp Sey 22u|[P2xa SUIPUBISING 04 Uoieindau
pUE 24N} N2 INQ) 'SJSYJO JO Uoluldo pue Wopsal) Sy Jo}
10adsau ay3 UO paseq uordeJISIUI S|qisuodsal pue AjeAll ‘usdo
23BIN0DUD AN USYIOUB SUO 93B3UD M UDIYM UYlIM SDUSPLUOD
pue Adidwis 2y} pue a4sydsouie A|iuie) Wdaem Jno Ul 1o}

SB ‘9UOAJSAS 01 Uado aue am AYSISAIUN SUOUWYIRAS 1Y/

CISM: Certified Information Securrty Manager® Strathmore University

School of Accountancy




The program is developed specifically for experienced
information security managers and those who have
information security management responsibilities. With
the CISM designation comes many professional and
personal benefits including:

* Worldwide recognition for professional experience
» Enhanced knowledge and skills

* Career advancement

CAREER

A current profile of CISMs demonstrates the
managerial influence and authority achieved by CISMs
within their organisations. The CISM certification
promotes international practices and provides
executive management with assurance that those
earning the designation have the required experience
and knowledge to provide effective security
management services. The CISM job practice also
defines a global job description for the information
security manager and a method to measure existing
staff or compare prospective new hires.

Earning the CISM designation distinguishes individuals
as qualified information security management
professionals with experience and knowledge managing,
designing and overseeing an enterprise’s information
security. CISM provides the information security
professional with an opportunity to build upon existing
credentials and provides tangible evidence of career
growth.The CISM designation assures employers

that their staff have met the current education and
experience criteria necessary for successful on-the-

CISM: Certified Information Security Manager®

THE COURSE

Strong security management is crucial in any enterprise using IT to support its

business needs. Today's IT environment calls for systems that are secured not

only from external, malicious attacks, but from unauthorised internal change
as well. The Certified Information Security Manager® (CISM®) certification
program supports these business needs.

job performance. Individuals earning the CISM
certification become part of an elite peer
network, attaining a one-of-a-kind credential.

Registration Deadline Dates

Deadlines are based upon Chicago, lllinois, USA,

5 p.m. CT (Central Time). If not registering online,
please mail or fax the registration form to ISACA.
Do not do both. Submitting duplicate registrations
online and/or by hard copy to ISACA may

result in multiple registrations and charges. Exam
deadlines are indicated at www.isaca.org

INTERVIEW

To register for the course in Strathmore

University all interested applicants should bring

the following:

* 2 passport size photographs,

* Original and photocopies of relevant academic
and professional certificates

* Kshs 1000 entrance examination fee,

* A copy of National ID and a letter from
employer:

Enrollment includes an oral interview.

EXAM REGISTRATION

Online registration can be done at
www.isaca.org

Print or type clearly in black ink and block letters.
Be sure to include test center and language
preference.

EXAMINATIONS

The CISM exam is offered each year and consists
of 200 multiple-choice questions that cover the
five information security management job practice
areas created from the most recent CISM job
practice analysis. The percentages below indicate
the emphasis of questions that will appear on the
exam from each area. The job practice analysis was
developed and validated using prominent industry
leaders, subject matter experts and industry
practitioners.

Notice: The current CISM job practice is in the
process of being updated to capture the changes
that have occurred within the ever evolving field
of information security management.

Job Practice Areas

The areas and their definitions are as follows:

. Information security governance (23 percent)—
Establish and maintain a framework to provide
assurance that information security strategies
are aligned with the business objectives and
consistent with applicable laws and regulations.

2. Information risk management (22 percent)—
Identify and manage information security risks
to achieve business objectives.

w

. Information security program development (17
percent)—Create and maintain a program to
implement the information security strategy.

4. Information security program management
(24 percent)—Oversee and direct information
security activities to execute the information
security program.

5. Incident management and response
(14 percent)—Plan, develop and manage a
capability to detect, respond to and recover
from information security incidents.

CISM exam questions are developed and
maintained carefully to ensure that they accurately
test an individual’s proficiency in information
security management. For a description of task
and knowledge statements for each area, please
refer to wwwi.isaca.org/cismjobpractice.



